










Plan Narrative: 

The ESlnet is monitored 24x7x365 from a NOC with tier 2 and tier 3 technical resources dedicated to the AT&T ESlnet. 
AT&T's 9-1-1 Resolution Center has dedicated public safety resources. 
The AT&T ESlnet provides a flexible routing platform that supports both ESN (tabular) and GIS (spatial) routing on the 
same Emergency Call Routing Function (ECRF). 
The AT&T ESlnet solution will interconnect to legacy selective routers as defined per NENA standards. AT&T provides 
redundant, public safety grade points of presence in each LATA for OSP ingress locations for Legacy Network Gateways 
(LNGs). 
AT&T will interconnect to Legacy Selective Routers to transfer and/or receive calls with Automatic Number Identification 
(ANI) and Automatic Location Identification (ALI) information to the State's NGCS via legacy means through the Legacy 
Selective Router Gateway (LSRG). Interconnections will also allow legacy PSAPs served by legacy selective routers to 
serve as the abandonment route for PSAPs served by the AT&T ESlnet solution. 

Connectivity extends beyond the internal ESlnet transport to external network and OSP interfaces. The ESlnet supports 
both TDM and IP OSP ingress at geographically distributed Points of Interconnection (POi's). The ESlnet supports 
standards-based protocol interfaces to external ESlnets for call hand-off and call transfers. With pre-established 
connectivity capabilities, PSAPs on the ESlnet have the ability to transfer calls to PSAPs on other ESlnets or PSAPs that 
have not yet transitioned off legacy selective routers. 
AT&T will coordinate getting the OSPs records into the AT&T ESlnet database. AT&T will also jointly plan the 
interconnecting network with the OSP. Circuits will be ordered and implemented between the OSP and the ESlnet POI. 
The ESlnet POI may reside in an AT&T office or hub. AT&T will cooperatively test and turn up all trunking arrangements 
with the OSP. Traffic migrations from the legacy to new AT&T infrastructure will follow. 
Integrated Text-to-911 is supported by the ESlnet. 
AT&T is responsible for negotiating interconnection agreements and trunking arrangements with each service provider. 
Interconnection agreements will include the roles and responsibilities of the Parties related to the exchange of 9-1-1 
traffic including but not limited to, split rate centers, tandem to tandem and IP connections. 
GIS data is submitted to the AT&T ESlnet via a web-based spatial interface (SI) portal. The portal provides secure GIS 
file transfer. 9-1-1 Authorities can maintain their local database schema and configure database changes using attribute 
field mapping tools. 
The Spatial Interface (SI) validation engine logs errors and refers errors back to the originating 9-1-1 Authority in 
comprehensive reports that are retrieved in the 9-1-1 Enterprise Geospatial Database Management System 
(9-1-1 EGDMS). Validation errors are corrected by the 9-1-1 Authority within their own GIS database. Updates are 
submitted and processed on an on-going basis. 

AT&T's ESlnet cyber security policies, standards, and guidelines are consistent with industry best practices as defined 
by International Organization for Standardization and Control Objectives for Information and related Technology. The 
AT&T ESlnet is a highly secure, privately managed IP network providing IP based call routing services for next 
generation 9-1-1 call delivery. All inbound and outbound traffic interactions are with pre-authorized entities, utilize agreed 
upon protocols and traverse controlled access points. Call processing and real-time data delivery are protected through 
both physical and logical controls. 
Sensitive data resides in trusted data centers that employ logical and physical access controls. All hardware and 
software elements deployed in a production environment go through stringent release management processes that 
incorporate thorough penetration scan testing. Corporate and development environments are separate from production 
and are not used in development or system test environments. Inter-zone traffic is restricted to only that of authorized 
personnel and the necessary protocols destinations used to support the management and applications of the ESlnet with 
all other traffic implicitly denied by way of redundant and diverse Session Border Controllers (SBC) and stateful firewalls. 
A Network Operations Center (NOC) staffed 24 hours a day, seven days a week, 365 days a year to actively monitor 
and manage the AT&T ESlnet end-to-end service is provided. When a potential or actual Customer-affecting issue is 
detected, the Incident Administration team is engaged by the NOC. The team uses established processes that are ISO 
9001 :2008-compliant for immediate escalation, notification, resolution, and reporting. All buildings, NOC and Data 
Center access are monitored by 24x7 security and access control systems. 

Monroe County Sheriff Department and Columbia Police Department are the backup PSAP centers for each other, this 
will not change. Monroe County does not currently accept 9-1-1. Monroe County uses a variety of transfer methsods 
depending on the capabilities of agencies to which the call is being transferred. For those capable, a PSAP to PSAP 
transfer is used. For those PSAP's not yet on the ESlnet, the traditional tandem transfer will be used. Monroe County 
borders the state of Missouri and transfers to Missouri will be traditional as Missouri is not ready for ESlnet. When other 
agencies are capable, the PSAP to PSAP transfer will be done via the ESlnet. Transfers to non-PSAP agencies are 
done via telephone transfers. In all cases all Monroe County 911 telecommunicators stay on the line to assure a smooth 
transfer. 
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FIVE YEAR STRATEGIC PLAN 

FOR MODIFIED PLAN 

(Provide a detailed summary of the proposed system's operation, including but not limited to, a five-year 
strategic plan for implementation of the modified 9-1-1 plan with financial projections) 

Narrative: 
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